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QUESTION 1 

You need to sync the ADatum users. The solution must meet the technical requirements. What should 

you do? 
 

From the Microsoft Azure Active Directory Connect wizard, select Customize synchronization options. 

From PowerShell, run Set-ADSyncScheduler. 

From PowerShell, run Start-ADSyncSyncCycle. 
 

From the Microsoft Azure Active Directory Connect wizard, select Change user sign-in. 
 

Correct Answer: A 

Explanation/Reference: 

Explanation: 

 

You need to select Customize synchronization options to configure Azure AD Connect to sync the 

Adatum organizational unit (OU). 
 

QUESTION 2 

You have an Azure Active Directory (Azure AD) tenant that contains the following objects: 

A device named Device1 

Users named User1, User2, User3, User4, and User5 
 

Groups named Group1, Group2, Group3, Group4, and Group5 The groups are configured as shown in 

the following table. 



 

 
 

To which groups can you assign a Microsoft Office 365 Enterprise E5 license directly? 



 
 

Group1 and Group4 only 
 

Group1, Group2, Group3, Group4, and Group5 

Group1 and Group2 only 

Group1 only 
 

Group1, Group2, Group4, and Group5 only 

Correct Answer: C 

QUESTION 3 

You have an Azure Active Directory (Azure AD) tenant named contoso.com. 

 

You plan to bulk invite Azure AD business-to-business (B2B) collaboration users. 

 

Which two parameters must you include when you create the bulk invite? Each correct answer presents 

part of the solution 

 

NOTE: Each correct selection is worth one point. 

 
A. email address 

B. redirection URL 

C. username 

D. shared key 

E. password 

Correct Answer: AB 
 

QUESTION 4 

Note: This Question is part of a series of Questions that present the same scenario. Each Question in the series 

contains a unique solution that might meet the stated goals. Some Question sets might have more than one 

correct solution, while others might not have a correct solution. 

 

After you answer a Question in this section, you will NOT be able to return to it. As a result, these Questions will 

not appear in the review screen. 

 

You have an Azure Active Directory (Azure AD) tenant that syncs to an Active Directory forest. 

 

You discover that when a user account is disabled in Active Directory, the disabled user can still 

authenticate to Azure AD for up to 30 minutes. 

 

You need to ensure that when a user account is disabled in Active Directory, the user account 

is immediately prevented from authenticating to Azure AD. Solution: You configure password 

writeback. 



Does this meet the goal? 



A. Yes 

B. No 

Correct Answer: B 
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